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Operation Chain Reaction Fact Sheet
The National Intellectual Property Rights Coordination Center (IPR Center) is leading the government’s response to intellectual property theft (IP theft), a crime that costs American industries lost revenue and jobs every year.  Operation Chain Reaction (Chain Reaction) is a comprehensive initiative that targets counterfeit goods entering the supply chains of the Department of Defense (DoD) and other U.S. government agencies.  

Chain Reaction began in June 2011 to combat the proliferation of counterfeit goods into the DoD and federal government supply chains. While individual agencies have focused on counterfeit and misbranded items entering the federal supply chain, Chain Reaction is the first time that IPR Center participants have collectively addressed this ongoing problem. As a task force, the IPR Center uses the expertise of its member agencies to share information, coordinate enforcement actions, and conduct investigations to protect the public’s health and safety, the U.S. economy, and the war fighters. 
Chain Reaction combines the expertise of sixteen  agencies, including Homeland Security Investigations, Customs and Border Protection, Federal Bureau of Investigation , Naval Criminal Investigative Service, Defense Criminal Investigative Service, U.S. Army-Criminal Investigative Command, General Services Administration, Defense Logistics Agency,  U.S. Air Force-Office of Special Investigations  Department of Energy, National Aeronautics and Space Administration, National Reconnaissance Office, Nuclear Regulatory Commission, Interpol,  U.S. Coast Guard and the Department of Justice-Computer Crime and Intellectual Property Section.
Some examples of recent investigations involving counterfeit products entering the federal supply chain include:

An investigation uncovered the purchase of counterfeit Cisco converters by an individual, who intended to sell them to the DoD for use by the Marine Corps to transmit troop movements, rely intelligence and maintain security for a military base.  

An investigation uncovered a global procurement and distribution network based in California that provided counterfeit integrated circuits to various governmental agencies, including the military and prime DoD contractors.  Agents conducted undercover purchases from individuals within the company under official navy contracts and were provided counterfeits for various weapon platforms.  

An investigation identified a Florida-based electronics broker providing counterfeit integrated circuits to a prime DoD contractor fulfilling a Navy contract for components destined for implementation into ship and land based antennas.  

Updated: March 2013
National IPR Coordination Center








PAGE  
1

